WHAT YOU NEED TO KNOW

BEAUFORT COUNTY SHERIFF'S OFFICE Presentation by Lieutenant Eric Calendine




WHAT IS THE COST?

$36.5 BILLION
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ELDER FINANCIAL ABUSE
IS A SERIOUS CRIME

W

EXPLOITATION FRAUD TRUST ABUSE
When businesses, When criminals commit When family, friends,
individuals, or charities identity theft or con or paid helpers take
use pressure tactics or seniors into sending advantage of a trusting
misleading language money or sharing relationship to get
to lead seniors into personal information. money from the senior.

financial mistakes.




({77} FEDERAL TRADE
: \:é COMMISSION

A Scammy
Snapshot of

2022

(based on reports
to Consumer Sentinel)

#FTCTopFrauds
ftc.gov/data
ReportFraud.ftc.gov

reeort| 2.4 million

fraud reports

s | $8.8 billion

reported lost

The number of
reports is down.
The amount lost is up.

(2021: 2.9 million fraud reports,
$6.1 billion lost)

Scammers contacting
people on social or by
phone led to big losses
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Imposters Online
shopping
Losses to

investment scams

more than doubled.

I
Losses to business
imposters soared.

$1.2 billion

total lost

Social media:
Highest overall

reported losses

I‘PE

4 5
Investments Business
sweepstakes, and job
lotteries opportunities

sz $3.8

billion b““on
2021 2022
$660

million

2022

$453

million

sto6 I
million

2020 2021

$1,400

median loss

Phone calls:
Highest per person
reported losses




Elder Abuse Statistics

Population of Older Adults From Pyramid to Pillar: A Century of Change Prevalence of Elder Abuse O 6 6 06 06 06 0 0 0 O
Older adults age 65 or older el ) At least 10% of adults age 65 and older will
comprise 14.9% of the total 1960 2060 experience some form of elder abuse in a given year,
population in the USA. et R with some older adults simultaneously experiencing
: - : - . more than one type of abuse.

Projections anticipate the
percentage of the population age | B
65 and older to continue to grow in
the coming decades.

The Majority of Older Adults Live in the Community o
As over 90% of older adults reside in the community (as opposed
to various forms of congregate living situations), most elder abuse o

is occurring among older adults living in the community.

59

04! Rate of Underreported by Type of Elder Abuse

A e L i e S
6 10 6 0 6 10 16 1% 10 1] 0 6 10 16

MILLIONS OF PEOPLE MILLIONS OF PEOPLE

Financial Exploitation 1:44
| T | e i T e O S |

Psychological Abuse Physical Abuse 1:20

Definition and Prevalence
of Elder Abuse e Psychological Abuse 1412
Eder abuse i8 "An inlentional act or : Sexual Abuse BT I T P T T
failure to act by a caregiver or another
'son in a relationship involving Einancial Fras
e T & Exploitation Physical Abuse
an expectation of trust that causes :
or creates a risk of harm to an older
adult™[i]. Itis a term under which five Prevalence by
types of abuse are reflected]i] Type of Abuse The Consequences of Elder Abuse
The trauma of elder abuse may result in health issues such as

2 g?:iﬁfgﬁleza gl a deterioration in health, hospitalization and increased mortality,
Pyschological Abuse clinical issues such as depression and suicide, social issues such as
o, disrupted relationships, and financial logs, all leading to diminished
Sexual Abuse
Physical Abuse

CONSEQUENCES

independence and quality of life:

Caregiver Neglect



FINANCIAL ABUSE & EXPLOITATION

“Financial exploitation” is the misuse or withholding of an older adult’s resources by
another.

* In agiven year, 1 in 18 “cognitively intact” older adults is victim to financial
scams, fraud or abuse, according to a new study in the American Journal of
Public Health.

« It’s easier to try to exploit a senior citizen with cognitive or other impairments in
financial issues, who are alone, than it is to rob a bank. So THEY are the targets.

 Some 5 million older Americans are financially exploited every year by scammers

« “Age-Associated Financial Vulnerability,” or AAFV.*

« A “pattern of imprudent financial decision-making that begins at a late age and puts older
adults at risk for material losses that could decimate their quality of life.” Financial judgment
can start to falter before normal cognition does, regardless of whether the person was savvy

with money when they were younger. In other words, it can happen even when the person
seems normal. *Dr. Lachs (Weill Cornell Medicine) -2015 44




Cognitive behavior:

» Age-Associated Financial Vulnerability,” or AAFV.*

* A “pattern of imprudent financial decision-making that begins at a late age and puts older adults
at risk for material losses that could decimate their quality of life.” Financial judgment can start
to falter before normal cognition does, regardless of whether the person was savvy with money
when they were younger. In other words, it can happen even when the person seems normal.
*Dr. Lachs (Weill Cornell Medicine) -2015

These scammers are predatory and use tactics from a
PLAYBOOK
FEAR, PRESSURE, LONELINESS, CONFIDENCE
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Why are elders targeted?

May have established assets.
May be isolated and lonely.
May be unfamiliar with
financial matters.

May be reluctant to report
the crime.

May have disabilities that
make them dependent on
others for help.

N

-

Consequences of elder abuse:

Psychological distress
Declines in mental & physical
health

$2.9 billion in direct financial
losses

$5.3 billion in direct medical
costs

300% higher risk of death for
abuse victims



TYPES OF SCAMS

Scams are designed to trick people into giving away their money or personal information.

FAKE PROFILES COMPUTER
& PHOTOS POP-UPS

COMMON SCAMS:

* Medicare/Health Insurance Scams
* Funeral & Cemetery Scams

* Reverse Mortgage Scams

* Phishing & Scareware Scams

* Investment Schemes

* Telemarketing Scams

 The Grandparent Scam

» Sweepstakes & Lottery Scams
 Romance Scams

Fake
Pop-up
Window
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INVESTIGATE BEFORE YOU ACT

0 not answer any questions .’"
ang up!
. Report the scam at:
I1C3.GOV
REPORTFRAUD.FTC.GOV

Question the caller
* Most criminal callers will answer basic questions but will become irritated

when you do not follow their instructions.
 Anyone who will not let you think about the offer or let you research the
situation has something to hide. Be careful!!!!

DO NOT GIVE OUT PERSONAL INFORMATION!
Do not pay up front for a promise. (i.e. winnings on taxes)
Do not let the caller rush or put pressure on you to act quickly. Do not stay on

Ask a friend or family member to look at the situation.
Google the situation, for example “IRS call for money”.




TOOLS USED IN SCAMS
=WIRE

TRANSFER
« Money gram
* Western Union e
* |Tunes card MoneyPak
 Ebay cards o

* Green Dot card

* Reloadit card or Moneypak

« Cash, PayPal, Venmo, or Zelle
* Wire Transfer 4mm biggest increase in 2022!!! MoneyGram.

money transfer

Government offices and honest companies WILL NOT require
you to use any of these types of payment methods.




WHAT TO DO

* In today’s world, criminals use technology to deceive your caller id. Don’t trust
the number listed as the number calling.

» Ask questions.

* Block ROBO call and scam call numbers.

« If you don'’t recognize the phone number let it go to voicemail. You can always
call the person back it if is a legitimate call.

« Call the Federal Trade Commission (FTC) at 877-382-4357 to report

ALERT !!




ACCOUNT TAKEOVERS

Banks, Credit Unions, HELOC, Mortgages, Auto loans, Medical loans, Pensions,
Money Markets, 401K, Retirement accounts, etc.

E Bank

Bankof America. ///




Aadhaar
Marriott
Exactis
Twitter
Under Armour
Quora
MyHeritage
Facebook

Google+

Chegg

Panera Bread
Facebook

Ticket Fly

Timehop

Sacramento Bee
Cathay Pacific

Saks and Lord & Taylor
T-Mobile

Orbitz

British Airways

DATA BREACHES

500M
340M
330M
150M
100 M
92M

_= Counting
] down the
" 20 biggest
breaches

of 2018

Top 10 biggest data breaches ever

Company | Service

| No. of accounts breached

YAHOO’ | Web services 3B (2013)
M | Social media 533M (2019)

(@ FRIENDFINDER

Social networking

412M (2016)

22myspace | Social networking

360M ()

323M'(2018)

Linkedm | Social networking

165M (2012)

Equ’FAx | Consumer credit

145M (2017)

Heartland | Payment processing

130M (2008/9)

|
|
|
|
\arrioff. | Hospitatiy |
|
|
\
|
|

@TARGET | Retai 110M (2013)
Caﬁifa/’()ne | Banking 106M (2019)

* Data from 323 million guests and 25 million passport numbers

CBC NEWS

Source: The Canadian Press

The worst data breaches
online in the last 20 years

Datacollected key: [ All personal details B Credit card information
&% Email address and online data Tl Full bank account details

Data Number of

Brand Type of breach Date

collected  people affected
© Facebook Hacked 2018 2] 2,200,000,000
© vYahoo Hacked 2013 B 1,000,000,000
© Facebook Hacked 2021 -] 533,000,000
© Yahoo Hacked 2014 -] 500,000,000
© EstéeLauder Data Breach 2020 & 440,336,852
© Twitter Data Breach 2018 & 330,000,000
© Microsoft Data Breach 2020 & 250,000,000
© Myspace Hacked 2016 S 164,000,000
© MyFitnessPal  Hacked 2018 & 150,000,000
@ Eebay Hacked 2014 -] 145,000,000
@ Decathion Data Breach 2020 -] 123,000,000
@ Nametests Data Breach 2018 & 120,000,000
@ TK/TIMaxx Hacked 2007 = 94,000,000
@ MyHeritage Hacked 2017 & 92,283,889
@ noL Malicious Insiders 2004 & 92,000,000
@ sonyPSN Hacked 201 & 77,000,000
@ Dpropbox Hacked 2012 & 68,700,000
@ Tumbir Hacked 2013 & 65,000,000
@® ubisoft Hacked 2013 B 58,000,000
@ uber Hacked 2016 & 57,000,000
€) Facebook Hacked 2014 & 50,000,000
@ Adobe Data Breach 2013 m 36,000,000
€5 steam Hacked 2011 = 35,000,000
@ Yahoo Hacked 2017 -] 32,000,000
@ o Online  Hacked 201 = 24,600,000




TOP LOCAL SCAMS 1n 2023

« Geek squad scammers (account takeover)

* Amazon customer support call/ text message
* Virus protection refund or expiration

» Grocery store distraction and theft

 Bank account compromised

* Federal investigation

* New trends (meeting victims face to face to obtain money)

* Wire Transfers has been the go-to for scammers in 2022 over 900k
« 2023***Mail theft from blue boxes***




GREEN DOT SCAMS

* Green dot scam: IRS or Sheriff
warrant for arrest

 2015: Thousand of dollars scammed
out of the Lowcountry

* Follow the money and calls

» Georgia Prisons

« Gangs and guard involved

* Arrests made

{




CONFIDENCE SCAMS

CIA / Government official / Scammer convinced victim that her accounts and
Social Security number were compromised. The agent would hold her money in
safe keeping. She withdrew more than $100,000 cash and met the scammer at
the Walmart parking lot.

Account take overs via computers and wire transfers. Money going to accounts
with foreign names and banks in China. Cash being sent to empty houses or
VRBO / AirB&B.

During a 6 month period victim sent over 850,000 dollars to scammers. Began
with initial call from VISA fraud department, then calls from “FBI”. “FBI” set up
account for her to transfer money into for safe keeping. Made victim sign NDA
to not compromise the investigation.



ROMANCE SCAMS

* For over 2 years lady was being scammed by “boyfriend”. Once the first
scammer was identified as a fraudster, a “lawyer” calls the victim advising he
knows the real “boyfriend” and he would love to meet her. Scam continues.
Over 100K wire transferred. Reverse Mortgage obtained. Thought she was
protected. Update in 2022 (The scam followed her to the retirement home)

« Male victim online dating relationship, SBA Loan 475K obtained in victim's
name and deposited into their account, then instructed to wire transfer money.

« ACH and wire transfers from various locations sent to his account.




OTHER LOCAL SCAM STORIES

Sun City Man with high medical bills. Online Grant scam to cover bills.
Bluffton Couple lottery scam. Received checks and sent 70K to Jamaica

Rose Hill Man thought he won Lottery and sent money via mail for taxes over
100K. (Money intercepted by FEDEX)

Westbury Park female victim of lottery scam, sent money and even obtained a
reverse mortgage. Lost home after foreclosure

Dementia Patient with Stage 6 Alzheimer’s new BF trying to get married. BF
went to Dr office and Probate court.

Cypress marsh assisted living: 22 Yr old male lottery scam victim attempted to
mail 30K. Bold new scheme Pizza Delivery (suspect reestablish contact)




COMPUTER SCAMS
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Microsoft Edge Critical ERROR
= Norion
Internet Explorer Critical ERROR
g e o dangros 1y o gt et yur porsrscgns & bk
iy o P e o ok s susicons o
We rercimmanc Y04t Hotze yout Sccounts Und some reasires wa e takan.
Tere e Dt Pt of i o o o s
There was a dangerous ty to get an access o your personal logns & bank information S o g
Luckay. your Frewall managed to block this Suspicious connecbon
We recommend you o freeze your accounts unti some measures wil be taken
There s a great threat of k'.llmq of your personal data
S0, you need fo respond swift
TR Vi tny iy et you e dik and s data
Thatis why we 2 99,274 verfying yo: +sy=tom ~curs
Donot waste your c e of our eme. callu

€ = X #i [ quickioginus/norton

atis iy -amr)v-rm o
ot i

Action Required

b n order notto

X Threats Detected Norton

[emp—" [ Free by Symantec

Call Help Desk
o300

Threats Detected ! Call Support 1-855-637-1900

Your urgent re
** YOUR COMPUTER WAS LOCKED **

iskincompressd e have beendetecte The compressed
et [ooee ] 6o
Error # DT00X02.
A Deay asbn detected NotAtempted [ Dot <] 68
oll Mkrosot TechncalSupppor +1-866:262-6222 o1}
System Critically Infected, If you are not able to click on this button, Immediately contact ot T bt Mg

Support Tol Free Helpline 1-855-637-1900 computer will be disabled 1o prevent urte damage o our

Yourcompta s s st s nfeced i Vs and
“The foloving data s

Google Chrome Critical ERROR Mozilla Firefox Critical ERROR

There was a dangerous try to get an access to your personal logins & bank information
Luckily, your Firewall managed to block this suspicious connection
We recommend you to freeze your accounts until some measures will be
There is a great threat of leaking of your personal data
0, you need to respond swittlyl
Trojan Virus may have already hurt your hard disk and its data.
That is why we are checking and venfying your current system secuity.
Do not waste your time and consult one of our service centers or call us.

* D0 nottry to manually remove the virus, Hard Drive might fil
1. Facebook Login
Removed fls are quarantined, To restore cick here, - 2 Crodt Card loratn
3. Email
2 Browsing ristory and Dota

e
RO T PO kBB AL L5 DE 1 ()30 1 v

< System Hard Drive May Fail, Do not

——— Apply All
close the page untill the issue is resolved ExPort esu it

e e S e e
Sortact Number +1(688) e s
Your ugent sporse s ecded

o ek wih . o, contact urnetwork admssraion e

Contact Microsoft Engineer: +1-866-282-6222 (Toll-Free)

S, = Microsoft account security lert - Message (H. '- ]

Menge  Q

MA

Microsoft account security alert s

Microsoft account &, v |

Security alert ooy
e e e = SCAM Norton 360

Tequin you 1 varity your danty with a secrty chalenge and then charye your pasoword the neXt e you $gn i
0OF THE WEEK

If someone else has access to your account, they have your password and might be trying to access your personal
information or send junk email .

1 you haven't already recovered your account,we can help you do it now, = ' « INBOXES WITH MALWARE

Leam how to make your account more secure.

Thanks,

The Microsoft account team %M taC i .
etalompliance




CONTRACTOR SCAMS

* Check references

* Never pay total cost up front

* Check with the South Carolina
Department of Labor,
Licensing, and Regulation
(SCDLLR) _ T »,

« Make sure they obtain permits L C—

« Use the internet to search the & MOSTGOMMON GENERAL
name of the company or owner CONTRAGTOR SCAMS

* https://llr.sc.gov/
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RAC ED = INSURED

DEDUCT YOUR PAMENT of 430
American Express GIFT casps.
AMEX GIFT CARDS ASSIGNMENT (Steps to Take)
You are to evaluate any store N} AMEX GIFY CARDS.
\‘A;n v w;‘unymﬁdmv\mlﬂmﬂwmuﬂ( this card
Pick avaiable enorinationsfrom (4100, $200 and $500) and buy the AMEX Gift Cards worth of 41500,
AFTER PURCHASE OF CARD
1.0pen the

2.Capture image of card front and back; please o not discard the cards 21 1t wil be uted for your forthcoming ssignment.

= Store Name, Address, Date and Time of visit
- Name of the Cashier/Attendant (i visible on Tag)
« Did the store your purchase;

- How long it took you to get check out
« Captured Images of card front and back along with the receists (Phone camers accegted)
REMINDER: At your

. program, so i asked i surveyor v
answer NO as stated above. As indly have ¥
report.




PREVENTING IDENTY THEFT — DIGITAL ACTIONS

Remember that every online service you have has a sign in requirement

« Username: which is often times your email address

« Password: which you select yourself
Since you can be pretty sure that one of your accounts has been included in a
major breach, you should NEVER use the same password on multiple accounts!
You MUST use an organized way to remember passwords - manual or
automated or system like Last Pass

« Password booklet from the computer club available at the Volunteer Table
Enable Two Step Authorization on important accounts

Consider Purchasing ldentity Theft Insurance




HOW DO IF KNOW IF IT'S HAPPENED TO ME?
WHAT TO DQO?

Balance your bank account
Verify credit card purchases
Review your credit cards quarterly
* Loans or accounts you don’t know

« www.identityTheft.gov
* Social Security
Administration

about . .
. . automatically notified.
* Drop in credit score for unknown
« www.|C3.gov
reason

FBI internet Computer
Crime Center
* File a police report
« Contact your ID protector
* Develop a recovery plan

Take Immediate Action IF:
* Your mail is held or forwarded
* You receive a statement or bill from an
organization you don’t do business with
» Other indicators of financial activity
you didn’t initiate




https://www.beaufortcountysc.eov/register-of-
deeds/index.html

Iwantto... ~ Online Services ~ Offices ~ Business ~ Visitors ~ Contact

Home / Register of Deeds

Register of Deeds Resources

Home

Document Recording
Document Examples

5 Property Records Search
Property Fraud Alert Now Available '

Property Alerts

Beaufort County property owners can now sign up to receive alerts Old Deed Books

regarding possible fraudulent activity on their property.

Old Deed Indexes
Charter Book Indexes

0Old Plats (Digitized Microfilm)
Old Plats (New Scans)

Will Books (Devise/Descent)

Our Mission...

Contact
To accurately record documents that maintain the integrity of the records of Beaufort County, securely
collect the proper fees, and provide an effective means for the public to access those records. & Beaufort County Regit
Deeds

L I A ARRUIE T IS RIALIT TA REEIAE ALY RAATIRAFAITA T AT AI- AR ¥ Send CitizenGram


https://www.beaufortcountysc.gov/register-of-deeds/index.html
https://www.beaufortcountysc.gov/register-of-deeds/index.html

Example of a

Emerging Trend: Al / CHATGPT | Fmvfreoeneseame
Scammers use Al to enhance their family emergency schemes @

Al Voice Cloning

Artificial intelligence is no longer a far-fetched idea out of a sci-fi movie. Sebastian? Is that you?
We're living with it, here and now. A scammer could use Al to clone the
voice of your loved one. All he needs is a short audio clip of your family Yes, it's me, Sebastian.
member's voice — which he could get from content posted online — Grandpa, I'm in trouble,
and a voice-cloning program. When the scammer calls you, he’ll sound and | need money for bail.
just like your loved one.

So how can you tell if a family member is in trouble or if it’s a scammer
using a cloned voice?

Don’t trust the voice. Call the person who supposedly contacted you and
verify the story. Use a phone number you know is theirs. If you can’t
reach your loved one, try to get in touch with them through another
family member or their friends.

Scammers ask you to pay or send money in ways that make it hard to get
your money back. If the caller says to wire money, send cryptocurrency,
or buy gift cards and give them the card numbers and PINs, those could
be signs of a scam.

If you spot a scam, report it to the FTC at ReportFraud.ftc.gov.

What happened?

Please don’t tell
Mom or Dad. I'll get
in so much trouble.



https://consumer.ftc.gov/articles/scammers-use-fake-emergencies-steal-your-money
https://consumer.ftc.gov/articles/you-wire-money
http://www.consumer.ftc.gov/articles/what-know-about-cryptocurrency-and-scams
https://consumer.ftc.gov/articles/gift-card-scams
https://reportfraud.ftc.gov/

How to Protect Yourself Against AI Scams

*Practice skepticism when you come across images and content online. Do your research!
*Be cautious when receiving unexpected phone calls or messages.

oIf a call is suspicious, end the call and contact your friend/family member/colleague
directly or call someone else who can confirm the situation.

*Be skeptical when asked for money via cryptocurrency, gift cards, etc.

*Don’t overshare on social media because it can enable scammers to add believability to
their lies.

«If you suspect that you are being scammed, report it to the law enforcement and to the
FTC immediately.

Al VOICE-CLONING
SCAM CALLS?


https://reportfraud.ftc.gov/

am

cC 0

@ aarp.org
@ yahoo - Google Sea...

B Imported [@ Video Surveillance...

Rockland County Tri...

% VINELink - Empowe... (b | Speed Training for... License Plate Reade...

Protection for your identity,
, - AS NP devices & online privacy.

AARP DI v eosorto

Y AARP Rewards
No matter where you live, fraud is never far away. Protect yourself and others by
reporting a scam, or searching for existing scams near you.

Fy FirstTwo

LRI ¢ =
Q The nation’s largest... @ https://mochsner.gi.. @ NDCACcell mapping @ Home - Investigativ.. [3) BatchGeo: Make 3

.MRP“ 'df,i‘dﬁ.ty Theft Protection
P @ norton

Save up to 53%

*Terms apply.

Register | Login 9 Q
Filter your scam search by keywords, dates,

39,742 Active Scam Reports
or scam categories.

Ladys Island
Switzerland HABERSHAM Beau
(@)
Scam keyword v/ {
@ MOSSY OAKS
@
Enter one or two words ) P,
A 11.Port Royal
{95 Shell Point (D y
*Zip code Radius <
P : ’PO HEARTHSTONE
) Z LAKES —
29910 20 mi v : 1”7 “POINTE k.) Parris Island
o Fort Fremon
i Okatie COLLETON RIVER:
*Dates Occurred Hardeeville NE:'DLYLquS SUN CITY 278) PUANTATION
HILTON HEAD ISLAND WEST
CAR MOORER
L, L ACRES
06/06/2022 to 06/06/2023 VL WESTBURY PARK
25} Pinckney,
@) 278 Island/National
o Wildlife
*Scam type Pritchardville @ = h:fflon Refuge ‘
NEW RIVERSIDE ‘\ / W
| * ““Brighton Hilton
Al v Limehouse Beach Head Island
Levy. @
PALMETTO BLUFE
SPANISH WELLS
*Contact method
(15 WEXFORD
All v
HARBOUR TOWN
{ Daufuskie
Select report type TN . 1sland
® AARP user-submitted reports Hutc’hinsvbnA p ’0-4.’7/.,0
Island NGy,
Law enforcement alerts A e N b\ /?01/4, sk i/ GEILL
G1o @s. =
A A A == O M A @ o .

A B



Date occurred v

May 30, 2023

Feb 25,2023

Feb 24,2023

Oct 24,2022

Oct 17,2022

Sep 11,2022

Jun 6,2022

Scam type

Debt Collection

Real Estate and
Property

Electronics Products

Online Dating Scams

Computer Virus /
Software Scams

Non-Stranger
Exploitation

Fraudulent Sales

Contact method

Other

Phone

Phone

Other

Internet/Email

Internet/Email

Internet/Email

Zip code

31404

29926

31408

29909

29926

29909

29910

Amount lost

$0-100

$101-500

$0-100

$1001-5000

$0-100

$0-100

$0-100

Details

viewpeTaiLs @p
viewperais @

viewpeTaiLs @p

VIEW DETAILS e

viewpeTaiLs @p

VIEW DETAILS e

viewpeTaiLs @p




DEFENDING YOURSELF

« Defending yourself starts with
acknowledging you or a loved one are
a target.

* Be aware of the many different forms
elder financial abuse can take Taking steps to protect yourself

- Ensure you have an emergency contact in place with your financial institutions.

i n C I u d i n g p h O n e , e m a i | S Ca m S , a n d b a d - Consider having these important documents and let a trusted person know where to find them-

Wil

actors within your social media circle.  ceemecos

Health Care Power of Attorney

* This helps you deflect attempts and

Revocable Living Trust

S p O t iS S u e S b efo re t h ey h a Ve a - Change account numbers, phone numbers, credit/debit card numbers,

and passwords if your information is compromised

substantial financial impact. e e e

- Send duplicate statements to a trusted person for review




Videos to watch:

https://www.cbsnews.com/news/how-con-artists-use-ai-apps-
to-steal-60-minutes-transcript-2023-05-21/

https://www.youtube.com/@ScammerPayback



https://www.cbsnews.com/news/how-con-artists-use-ai-apps-to-steal-60-minutes-transcript-2023-05-21/
https://www.cbsnews.com/news/how-con-artists-use-ai-apps-to-steal-60-minutes-transcript-2023-05-21/
https://www.youtube.com/@ScammerPayback

SOUTH CAROLINA

[ Jj Attorney General
4 / ALAN WILSON

South Carolina

&) DEPARTMENT
2/ ON AGING

Vulnerable Adult Guardian ad Litem
of South Carolina

SOUTH
CAROLINA
WEAAD

WORLD -
ELDER ABUSE =
AWARENESS 3

DAY

NCEA ‘

National Center on Elder Abuse

§ [ { ..... f“l‘.'\ Valrene:




CONTACT INFORMATION

Lieutenant Eric Calendine

ecalendine@bcgov.net

843-255-3427



mailto:ecalendine@bcgov.net

Government websites

* WWW.BCSO.NET

« WWW.beaufortcountysc.gov Register of deeds

* WWW.IC3.GOV

* WWW.FTC.GOV
* AARP.org



http://www.bcso.net/
http://www.beaufortcountysc.gov/
http://www.ic3.gov/
http://www.ftc.gov/

